
UNIT – III: Media Access Control: Random Access: 
ALOHA, Carrier sense multiple access (CSMA), 
CSMA with Collision Detection, CSMA with 
Collision Avoidance, Controlled Access: 
Reservation, Polling, Token Passing, 
Channelization: frequency division multiple 
Access(FDMA), time division multiple 
access(TDMA), code division multiple 
access(CDMA). ,

 



Data link layer is sub divided into 2 
sublayers. 

-1. Data Link Control 
2. MAC (Medium Access Control) sublayer



Data Link Control is responsible for flow and error control. 
MAC sub layer is responsible for resolving the access to shared 
media.

When two or more nodes transmit at the same time using a 
shared single media, their frames will collide and the link 
bandwidth is wasted during collision. 

The solution is we need a protocol to determine who goes next 
on a shared media. These protocols are called Medium or 
Multiple Access Control (MAC) Protocols belong to a 
sublayer of the data link layer called MAC (Medium Access 
Control).

MAC is important in LAN which use a multi access channel as 
the basis for communication



Carrier Sense or No Carrier Sense:
With the carrier sense assumption, stations can identify if the 

channel is in use before trying to use it.
No station will attempt to use the channel while it is sensed as busy.
If there is no carrier sense, stations cannot sense the channel before 

trying to use it.
They will transmit then. Only later they can determine whether the 

transmission was successful.











ALOHA

ALOHA is the random access method.
 It was developed at the University of Hawaii in early 1970.
 It was designed for radio (Wireless) LAN, but it can be used for any 

shared medium.
There are two versions of ALOHA

Pure ALOHA
Slotted ALOHA

 Pure ALOHA
The original ALOHA protocol is called pure ALOHA. The idea is 

that each station sends a frame whenever it has a frame to send. 
However, since there is only one channel to share, there is the 

possibility of collision between frames from different stations. 
The following figure shows an example of frame collisions in 
pure ALOHA





Frames in a pure ALOHA network





To avoid more collisions after timeout, each station waits for a 
random amount of time before resending the frame. This time is 
called as back-off time (TB)











The a station is allowed to send only at the beginning of the 
synchronized time slot, if a station misses this moment, it must 
wait until the beginning of the next time slot. There is still 
possibility of collision if two stations try to send at the beginning 
of the same time slot. The vulnerable time is reduced to one-half 
that of pure ALOHA i.e Tfr.































The Carrier Sense Multiple Access/ Collision Detection

This protocol is used to detect a collision in the 
media access control (MAC) layer. Once the 
collision was detected, the CSMA CD 
immediately stopped the transmission by 
sending the signal so that the sender does not 
waste all the time to send the data packet. 
Suppose a collision is detected from each station 
while broadcasting the packets. In that case, the 
CSMA CD immediately sends a jam signal to 
stop transmission and waits for a random time 
context before transmitting another data packet. 
If the channel is found free, it immediately sends 
the data and returns it









Advantages of CSMA CD:
It is used for collision detection on a shared channel within a very 

short time.
CSMA CD is better than CSMA for collision detection.
CSMA CD is used to avoid any form of waste transmission.
When necessary, it is used to use or share the same amount of 

bandwidth at each station.
It has lower CSMA CD overhead as compared to the CSMA CA.
Disadvantage of CSMA CD
It is not suitable for long-distance networks because as the distance 

increases, CSMA CD' efficiency decreases.
It can detect collision only up to 2500 meters, and beyond this 

range, it cannot detect collisions.
When multiple devices are added to a CSMA CD, collision 

detection performance is reduced.



S. No CSMA CD CSMA CA
1. It is the type of CSMA to detect the 

collision on a shared channel.
It is the type of CSMA to avoid collision 
on a shared channel.

2. It is the collision detection protocol. It is the collision avoidance protocol.
3. It is used in 802.3 Ethernet network 

cable.
It is used in the 802.11 Ethernet 
network.

4. It works in wired networks. It works in wireless networks.
5. It is effective after collision detection 

on a network.
It is effective before collision detection 
on a network.

6. Whenever a data packet conflicts in 
a shared channel, it resends the data 
frame.

Whereas the CSMA CA waits until the 
channel is busy and does not recover 
after a collision.

7. It minimizes the recovery time. It minimizes the risk of collision.
8. The efficiency of CSMA CD is high as 

compared to CSMA.
The efficiency of CSMA CA is similar to 
CSMA.

9. It is more popular than the CSMA CA 
protocol.

It is less popular than CSMA C



Carrier Sense Multiple Access  Collision Avoidance
CSMA/CA
It means that it is a network protocol that uses to avoid a 

collision rather than allowing it to occur, and it does not deal 
with the recovery of packets after a collision. It is similar to the 
CSMA CD protocol that operates in the media access control 
layer. In CSMA CA, whenever a station sends a data frame to a 
channel, it checks whether it is in use. If the shared channel is 
busy, the station waits until the channel enters idle mode. 
Hence, we can say that it reduces the chances of collisions and 
makes better use of the medium to send data packets more 
efficiently.











When a station needs to send a data frame, it makes a 
reservation in its own mini slot. The stations that have made 
reservations can send their data frames after the reservation 
frame.

The following Figure shows a situation with five stations and 
a five-mini slot reservation frame. In the first interval, only 
stations 1, 3, and 4 have made reservations. In the second 
interval, only station 1 has made a reservation.








































